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Preface

This manual provides information related to the installation and operation of this
Wireless-N Range Extender. The individual reading this manual is presumed to have
a basic understanding of home networking terminology and concepts.

If you find the product to be inoperable or malfunctioning, please contact technical
support for immediate service by email at homesupport@comtrend.com

For product updates, new product release, manual revision, or software upgrades,
please visit our website at http://www.comtrend.com

Important Safety Instructions

With reference to unpacking, installation, use, and maintenance of your electronic
Wireless-N Range Extender, the following basic guidelines are recommended:

Do not use or install this product near water, to avoid fire or shock hazard. For
example, near a bathtub, kitchen sink or laundry tub, or near a swimming pool.
Also, do not expose the equipment to rain or damp areas (e.g. a wet basement).


mailto:homesupport@comtrend.com�
http://www.comtrend.com/�

Copyright

Copyright© 2012 Comtrend Corporation.  All rights reserved. The information
contained herein is proprietary to Comtrend Corporation. No part of this document
may be translated, transcribed, reproduced, in any form, or by any means without the
prior written consent of Comtrend Corporation.

NOTE: This document is subject to change without notice.

Protect Our Environment

This symbol indicates that when the equipment has reached the end of
(3 its useful life, it must be taken to a recycling center and processed
= separate from domestic waste.

The cardboard box, the plastic contained in the packaging, and the parts that make up
this router can be recycled in accordance with regionally established regulations.
Never dispose of this electronic equipment along with your household waste; you may
be subject to penalties or sanctions under the law. Instead, please be responsible and
ask for disposal instructions from your local government.
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Chapter I: Product Information

1-1 Introduction and safety information

The WAP-5883’s compact design with built-in power provides excellent
network performance to extend your Wi-Fi signal and wireless coverage.

Features of this Wireless-N Range Extender include:

Easily extends the wireless signal inside your home or office

Compact design while maintaining excellent network
performance

LED signal indicators to easily realize the best location
placement to extend the WiFi signal for best wireless
performance

Supports Repeater mode, Access Point mode and Access Point
Client mode

Integrated hardware switch to change the operation mode quickly
without logging into the web interface

WPS (Wi-Fi Protected Setup) hardware button for easy
installation and wireless security



1-2 System Requirements

B Wireless network card which is compatible with 802.11b/g/n wireless
network standard

B  Windows XP, Vista, or Windows 7 operating system

Bm CD-ROM drive

B At least 100MB of available disk space



1-3 Package Contents

Before you start to use this Wireless-N Range Extender, please check if
there’s anything missing in the package, and contact your place of
purchase to claim for missing items:

*1 - CDROM (QIG/User Manual) (1)
*1 - Wireless-N Range Extender (2)
* 1 - RJ-45 Cable (3)

*1 - Printed QIG (4)
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1-4 Get familiar with your new Wireless-N Range Extender

Interface Descriptions
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Item

Item Name

Description

LAN

10/100M Ethernet LAN Port with
Auto-MDI/MDI-X. Connect to a computer,
switch or hub for local network sharing.

Reset / WPS

Reset the Wireless-N Range Extender to
factory default settings (clear all settings) or
start the WPS function. Press this button and
hold for 10 seconds to restore all settings to
factory defaults, or press this button for less
than 5 seconds to start the WPS function.

AP/Repeater/Client

Switch the button to change operating mode
to Access Point, Repeater or Client mode.

ON/OFF

Power on/off switch.




LED Activity

LED

Color

LED Status

Description

Signal

Amber

Steady ON

Good signal reception (signal strength
100%~50%).

Blinking

Normal signal reception
Slow blinking
(Signal strength 50%~25%)

Poor signal reception
Quick blinking (Signal strength <25%)

Off

Out of signal range or disconnected/ or
in LED off mode.

WLAN

Green

Blinking

Connecting to wireless Router/or AP,
wireless function is active (transferring
or receiving data).

Off

Wireless network is switched off/ or in
LED off mode.

Power

Green

Steady ON

Power is turned on.

If the user selects to enable “LED OFF
mode”, power LED On/Off depends on
user’s selection, the user can select to
leave only the power LED on or turn
off all LEDs including the power LED.

Slow Blinking

Ready for “Reset to factory defaults”,
power LED is blinking.
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Off Power is turned off.
Steady ON When WPS connection is successful,
stays on for 5 minutes.
e WPS is in progress of waiting for
WPS  |Green (Blinking another WPS device’s connection
Quick blinking |WPS error
Off NO WPS is in progress/ LED off mode
Steady ON LAN port is connected.
Blinkin LAN port is active (transferring or
LAN |Green g receiving data).
LAN port is not connected/ or LED off
Off
mode.




CHAPTER Il: Repeater Mode

This chapter will explain how to quickly install this Wireless-N Range
Extender by using the quick setup method and explain each detailed
setting on the web user interface while in repeater mode.

2-1 Repeater Mode Quick Installation Guide

For first time setup and installation, move this Wireless-N Range
Extender close to the Wireless Broadband Router or Access point you
wish to connect to. After installation is complete, move this Wireless-N

Range Extender to the place you wish to permanently use it.

Switch mode selector to ‘Repeater’.

. .
--------

Plug this Wireless-N Range Extender into a power outlet on the wall, and
flip the power switch to “ON’ (1). You should see the ‘Power’ LED light
up in few seconds (2). If not, check if the power outlet you’re using is
working.



You can setup the wireless connection via the ‘Hardware WPS button’ or
‘Software web browser’,

If your broadband router or access point also supports a “WPS button’,
we recommend you to use the WPS button to establish connection.

Using WPS button - please go to section 2-1-1
Using Web browser - please go to section 2-1-2



2-1-1 Hardware WPS button setup

(1) Press and hold the WPS button on the Wireless-N Range Extender for
2 seconds, the “WPS’ LED will start flashing.

= = mmm \/PS button

el 0
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m.f*--IIl WPS LED
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(2) Press the WPS button on the wireless broadband router or access
point you wish to connect to within 2 minutes.

NOTE: the WPS button position on the access point above is for reference,
different devices may have different WPS button positions or locations.

TIP: If the access point you wish to connect to does not have a hardware
WPS button, you can also use its web configuration menu’s WPS function to
establish connection. Or you can login to the WAP-5883’s web user interface
to perform the quick setup (detailed setup refers to ‘2-1-2 Web browser quick
setup’ manual)




(3) If the WPS connection is successfully established, the “WPS’ LED
will stay lit for 5 minutes; if the “WPS’ LED flashes fast, a problem has
occurred, please wait for 2 minutes until the “‘WPS’ LED goes off, and
start from step(1) again.

... en @ W mmmw WPSLED

When quick installation is successful, the ‘Signal” LED will turn on.

= = mmnm Signal LED

"

(4) Please move the Wireless-N Range Extender to the place you wish to
use it (the ideal place will be the center of your house) and plug this
Wireless-N Range Extender into a power outlet on the wall, the wireless
connection will be established automatically as long as it’s within range
of your wireless router or access point.

You can check the ‘Signal’ LED status to understand signal reception
level.
Steady light: Excellent, Flashing: Good, Fast flash: poor.

NOTE: If the Signal LED is off, it means the device is out of wireless range of
your wireless broadband router or access point. Please move this extender
closer to the broadband router until the extender device can receive a signal
from the broadband router and extend its signal.
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The quick installation setup is complete, you can refer to ‘2-2 Repeater
mode Advanced Settings’ to login to the web user interface for other
advanced settings.

2-1-2 Web browser quick setup

Before you can connect to the Wireless-N Range Extender and start the
configuration procedures, your computer must be able to get an IP
address automatically (use dynamic IP address). If it’s set to use a static
IP address, or you’re unsure, please refer to ‘Chapter V: Appendix, 5-1
Configuring TCP/IP on PC’ to set your computer to use dynamic IP
address.

(1)Use an Ethernet cable to connect your computer’s Ethernet port and
the Wireless-N Range Extender’s Ethernet port.

i L
7%

/
Or use your computer’s wireless configuration utility to search for an
access point named ‘comtrend’ and get connected. (The default SSID of
this Wireless-N Range Extender is ‘comtrend’)

o )
Wireless _I..q_'!!_

HT_AP1 L)

HT_AP2 o
PR v
LA o eeeremenenns al
: Comtrend :;!“ ..:

ay .
------
L] .
---------------------------------
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(2)Open your web browser and input ‘http://192.168.0.2’in the address
bar.

NOTE: By default the Comtrend WAP-5883 has a default IP address of
192.168.0.2. To login through the Web Management interface, your
computer (whether connected wireless or via Ethernet directly to the
Wireless-N Range Extender) will need to have an IP in the same range:
192.168.0.x. (where x equals any number between 3 and 254). If your
network has a different IP range, set your computer to a static IP to
configure this Wireless-N Range Extender for the first time and set it to
match your network settings.

= aternet Explonern

(3)The Wireless-N Range Extender will prompt you to input the
username and password. Default username is ‘admin’ and password is
‘admin’. Click the *OK’ button to continue.

Connect to 192.168.0.2

o

i

1ﬂl.¥l

The server 192,168.0.2 at Default: admin/admin requires a
username and password,

Warning: This server is requesting that your username and
password be sent in an insecure manner (basic authentication
without a secure conneckion).

l...

LN 4
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(4)All wireless access points nearby will be displayed in the list. Select
one access point you want to connect to and click the “‘Next’ button to
continue. If the access point you wish to connect to does not appear here,
click the “‘Refresh’ button until it appears in the list, or try to move the
Wireless-N Range Extender closer to the access point you wish to
connect to.

o Comtrend 1 WEP a0
E ® |z Winchester 4 WEP 64
anually
sSSID - STCTTPTTTTRILE -
[ Refresh E[ Mext ] .

(5) If the Wireless Router or Access Point you’re connecting to is using
encryption, you’ll be prompted to input the access point’s wireless
security key. Input it in the ‘KEY” field and click the *‘Next’ button to
continue.

Security

Please input the wireless encryption key needed to connect to your Access Point or Wireless Router

KEY - |5709D057624C98F98C2B360725|

[ Back ][ MNext ]

(6) Upon successful Connection Test completion the following message
will be displayed. Click the “‘Next’ button to continue.

Connection Successful

Congratulations! Your device is now connected

(7) The Wireless-N Range Extender will display the connection
information for you. If everything is correct, click the ‘APPLY’ button to
get connected.

The “‘Device SSID’ will be the same as the access point’s SSID you
connected in this step.

13



Save settings successfully!

Please press APPLY button to restart the system to make the changes take effect
Connected Access Point SSID : Winchester

Device SSID : [Winchester

Security - WEP

| Back || APPLY |

(8) Please wait for a few moments for the Wireless-N Range Extender to
restart.

System Restarting!

(9) After the reboot is complete, the following will be displayed upon
successful connection.

Congratulation! Your repeater is connected.
Device Name - Winchester

Security Key - 5709D057624C98F98C2B369725

(10) Click the ‘Refresh’ button of your browser to login to the Wireless-N
Range Extender’s home page of the Web user interface to make
additional setting changes.

= Comtrend WAP-5BB3 - Windows Internet Explorer

p & — - -
:
e~ e 192,168.0.2 IR

NOTE: After the wireless connection of this extender and the wireless
broadband router is built, the extender is set to DHCP client mode and will
get an IP address from the broadband router automatically. If you want to
login to the web user interface of the repeater mode, please refer to ‘2-2
Repeater mode Advanced Settings’ for more functions or learn how to login to
the web Ul again.

14



2-2 Repeater mode Advanced Settings

2-2-1 Setup IP address

The default IP address of this Wireless-N Range Extender is 192.168.0.2,
please make sure your PC’s IP is within the range of
192.168.0.3~192.168.0.254.

Before you can login to the web user interface, you need to set your
computer’s IP address to any IP within this subnet. If you don’t know

how to do this, refer to following instructions.

Windows XP IP address setup:

Click the *Start” button (it should
be located at the lower-left corner

- lLocal Area Connection Properties @EJ

General | Authentication | Advanced

Connect using:

ES AMD PCHNET Family PCI Ethemet Ad

Thiz connection uses the fallowing items:

El Clignt for Microzoft Metwaorks
.@ Fil‘e_agq Ewgrﬁhgllng.for Microsaft Metworks
@ﬂos Packet 5cheduler ".‘

-'_' Internet Protacal [TCPAR) ’.'
......llllll--‘-“‘ *“‘----.....'0
T
Description teraaannnr®

Trangmission Control Protocol/ntermet Protocol. The default
wide area network. protocol that provides communication
across diverse interconnected networks.

[ Show ican in natification area when connected
Motify me when this connection has limited or no connectivity

ark ] [ Cancel

of your computer), then click
control panel. Double-click the
Network and Internet
Connections icon, click Network
Connections, and then
double-click Local Area
Connection, the Local Area
Connection Status window will
appear, and then click the
‘Properties’ button.

15




Internet Protocol (TCR/IP) Properties @El

General

Wou cah get IP settings assigned automatically if your netwark, supports
thiz capability. Othenwize, pou need to azk your network. adminiztrator for
the appropriate |P* zettings.

@]

atically

1P address: 192 168, 0 . &

Subnet maszk: 285 0255 2850 0

Default gateway:

(&) Use the follawing DMS zerver addreszes:
Preferred DMS server:

Alternate DMNS server:

[ ok

][ Cancel ]

Select ‘Use the following IP
address’, and then input the
following settings in their
respective fields:

IP address: 192.168.0.x (where x
IS an integer greater than 2 or less
than 254, if there’s more than one
computer that needs to use this
Wireless-N Range Extender on
the same network, every computer
should use a unique number)
Subnet Mask: 255.255.255.0
Click the “OK” button when
finished.

Windows Vista/7 IP address setup:

. Local Area Connection Properties x
MNetworking |
Connect using:
| L¥ Intel(R) PRO/1000 MT Metwork Connection

This connection uses the following items:

9% Client for Microsoft Networks
SQDS Packet Scheduler
,@ File and Printer Sharing for Microsoft Networks
. [ wi MR it o0l Version BT TP P05« o .
(TR o Piocol verson £ (1P 17v) TR
B =n ey Tonplon Qiscevemionet 10 Driver
i |ink-Layer Topology Discowves onder

anEmENy
PEY] -...

an

3 Properties

“
Install. | . J

L] .
Description R

Transmission Control Protocol/Intemet Protocol. The defautt
wide area network protocol that provides communication
across diverse interconnected networks.

OK Cancel

Click the “Start’ button (it
should be located at the
lower-left corner of your
computer), then click control
panel. Click View Network
Status and Tasks, and then
click Manage Network
Connections. Right-click Local
Area Network, then select
‘Properties’. The Local Area
Connection Properties window
will appear, select ‘Internet
Protocol Version 4 (TCP /
IPv4), and then click the
‘Properties’ button.

16




'Internet Protacol Version 4 (TCP/IPvd) Properties @I&r Select ¢ Use the fO”OWlng IP
[ General | address’, then input the
e s following settings in their

for the appropriate IP settings. . .
e ’ respective fields:

(7 Obtain an IP address automatically
(@) Use the following IP address:

IP address: 192.168. 0 . 5 IP address: 192.168.0.x (where

SR e ¥ X is an integer greater than 2 or

less than 254, if there’s more

U tre olloming DS scrver ackiresecs than one computer that needs to

Prefired DA sarver: . use this Wireless-N Range

il - Extender on the same network,
every computer should use a

unique number)

Subnet Mask: 255.255.255.0

Click the ‘OK” button when

finished.

Default gateway: [ =

Qbtain DMNS server agdress automaticall

[ OK. ] | Cancel J

17




2-2-2 Connect to web configuration menu

Please open your web browser (IE, Firefox, Chrome etc.) and input
192.168.0.2 in address bar then press the ENTER key:

/= Interrc Expionen

2 —— S

=t v
.}.._-_/

£ httpeff192.168.0.2/ v

The Wireless-N Range Extender will prompt you to input the username
and password. The default username is ‘admin’ and password is ‘admin’.
Click the “OK” button to continue.

The server 192.168.0.2 at Default: admin/admin requires a
username and password,

Warning: This server is requesting that your username and
password be sent in an insecure manner (basic authentication
without a secure conneckion).

user[@rné:"““ |ﬁ v|" e,
‘0. ":
Easswu:u’d':--..,____ U Tl
[] Eemembety password
0000000000000 -
: [ (84 ] E[ Cancel
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Detailed operation instructions will be given below.

19



2-2-3 Home
The following information provides an overview of this Wireless-N
Range Extender’s status and network configuration.

To access the “‘Home’ menu, click “‘Home’ on the left.

© Quick Setup
— = Home

 Wireless Setup

 Advanced Settings

You should see a screen that looks like this (the contents will vary
depending on your actual settings):

System
Liptime Oday-0h:0m:46s
Hardware Version Rev. A
Runtime Code Version 1.05

Wireless Configuration

Mode Universal Repeater
ESSID Winchester
Channel Number 4
Security WEP
BSSIDIMALC) 80:1F:02:41:CC:3A
Associated Clients 0 Show Active Clients
State Connected

LAN Configuration
IP Address 192.168.0.2
Subnet Mask 265 255 2550
Default Gateway

MAC Address 80:1F:02:41:CC:3A

20



You can click the ‘Show Active Clients’ button to show all connected
wireless clients.

Please note: By clicking the ‘Show Active Clients’ button, a new
browser window will appear. If your browser prevents the pop-up
window from appearing, please disable this function or you will not be
able to use the ‘Show Client’ function.

21



2-2-4 Wireless Setup — SSID

To access the ‘SSID’ page, click “‘Wireless Setup’ on the left, and then
click ‘SSID’.

© Quick Setup
 Home

® Wireless Setup
— ) S5ID

I Encryption
WPS Setup

 Advanced Settings

Basic Settings

SSID stands for Service Set Identifier. All stations must be configured with the correct SSID to access the Wireless MNetwork
Band : | 2.4 GHz (B+G+N) ¥

MAIN ESSID - [Winchester

Channel Number : |1 hd

Associated Clients [ Show Active Clients ]

Winchester

Root AP SSID -
[ Select Site Survey ]

[J Enable LED OFF mede
Turn off all LED
Turn off all LED except POWER LED

The description of every setup item is listed here:

Item Description

Band Select the band you want to use; all the wireless
clients must follow the same setting to connect to
this repeater.

22



MAIN ESSID This is the name of the wireless network for this
Wireless-N Range Extender.

Channel Number This is the radio frequency used to transmit and
receive the wireless signal. The wireless devices
in the same network should follow the same
channel setting.

Associated Clients | Click the ‘Show Active Clients’ button, and then
an “Active Wireless Client Table” will pop up.
You can see the status of all active wireless
stations that are connected to the access point.

Root AP SSID This Wireless-N Range Extender can act as a
station to connect to a Root AP. It displays the
SSID name of the Root AP it has connected to.

. Click the “Select Site Survey’ button to choose a
Select Site Survey

new Root AP.

Enable LED off You can enable or disable LED lights.

mode Check ‘Enable LED OFF’ mode to setup LED
behavior:

Turn off all LED: disables all LED lights

Turn off all LED except the POWER LED: all
LED lights will be disabled, except the ‘POWER’
LED
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2-2-5 Wireless Setup — Encryption
To access the ‘Encryption’ page, click ‘Wireless Setup’ on the left, and

then click ‘Encryption’.
© Quick Setup
< Home

® Wireless Setup
I SSID

q [» Encryption

WS Setup

 Advanced Settings

Security

This page allows you to specify whether a network key is used for authentication to the wireless networlke. If network authentication is
set to Disabled, then no authentication is provided

Encryption Disable hd

APPLY | CANCEL

Select the security type of the wireless link:
Encryption: Disable (no security), WEP, WPA pre-shared key, or WPA
RADIUS and click the ‘APPLY” button.

NOTE: For WPS2.0 compliance specification, WEP and WPA-PSK
encryption cannot support WPS connection; some wireless devices may
follow this latest WPS2.0 specification, so we recommend using WPA2-PSK
Encryption or (Network Authentication Open — WEP Encryption Disabled)
to avoid interoperability problems.

WEP encryption: Select key length (64 or 128bit), key format (Hex or
ASCII characters), Default Tx Key (by default ‘Key 1), and input key
characters (refer to ‘“Key Format’ you selected for number of characters)

WPA pre-shared key: Select one WPA Unicast Cipher Suite (it is
recommended to use default setting “WPA(TKIP)’), Pre-shared Key
Format: Passphrase (alphanumeric characters) or Hex (64 Hex

Characters), and input the key characters in the ‘KEY” field.
24



WPA RADIUS: Only use this option if you have a RADIUS
authentication server on your LAN. You have to input the RADIUS
server’s parameters (Server IP, port number, and password).

25



2-2-6 Wireless Setup - WPS Setup

This page allows you to change the WPS settings (Wi-Fi Protected Setup).
WPS allows your wireless clients to connect automatically to the Access
Point.

To access the “WPS Settings’ page, click ‘Wireless Setup’ on the left, and
then click “WPS Setup’.

© Quick Setup
 Home

® Wireless Setup
b SSID

I Encryption

— [} WPS Setup

 Advanced Settings

The following setup page will appear:

+ VWi-Fi Protected Setup Information
WPS Status: Configured

Self PinCode: 78665545
35ID:  Winchester

Authentication Maode: WEFP

Passphrase Key

+ Device Configure

(Device is be a AP/frouter) Config Mode: | Registrar v

Configure via Push Button: | Start PBC
Input client PIN code Start PIM
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The description of every setup item is listed here:

Item

Description

WPS Status

If the wireless security (encryption) function of
this Wireless-N Range Extender is properly set,
the WPS Status will display ‘Configured’. If
wireless security function has not been set, the
WPS Status will display ‘unConfigured’.

Self PinCode

This displays an 8-digit number for WPS
PIN-style configuration. When another
WPS-compatible device wishes to connect to this
Wireless-N Range Extender and supports
Self-PIN type WPS, input this number to the
wireless device to establish connection.

SSID

SSID stands for Service Set Identifier. All stations
must be configured with the correct SSID to
access the Wireless Network.

Authentication
Mode

Shows the authentication mode of this Wireless-N
Range Extender.

Passphrase Key

This shows asterisks (*) to indicate that the
wireless security is properly set.

Config Mode

There are ‘Registrar’ and ‘Enrollee’ modes for the
WPS connection. When ‘Registrar’ is enabled,
the wireless clients will follow the Wireless-N
Range Extender’s wireless settings for the WPS
connection. When “‘Enrollee’ mode is enabled, the
Wireless-N Range Extender will follow the
wireless settings of wireless router for the WPS
connection.

Start PBC

Click the “Start PBC’ button to start the
Push-Button style WPS setup procedure. This
Wireless-N Range Extender will wait for WPS
requests from another wireless device for 2
minutes.

The “WPS’ LED on the Wireless-N Range
Extender will be blinking for 2 minutes when this
Wireless-N Range Extender is waiting for an
incoming WPS request.
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Start PIN

Input the PIN code of the wireless client you wish
to connect to, and click the “Start PIN’ button.
The “‘WPS’ LED on the Wireless-N Range
Extender will be blinking when this Wireless-N
Range Extender is waiting for an incoming WPS
request.
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2-2-7 Advanced Settings

To access the ‘Advanced Settings’ menu, click ‘Advanced Settings’ on

the left.

® Quick Setup
© Home
 Wireless Setup

- O Advanced Settings

The following setup page will appear:

Fragment Threshold
RTS Threshold
Beacon Interval

OTIM Period
Data Rate

M Data Rate
Channel Width
Preamble Type
Broadcast ESSID
Wiam

CTS Protect

T¥ Power

[0 Enable LED OFF mode
Turn off all LED

2345 (256-2346)

347 (0-2347)
(20- (20-1000 ms)
(1-10)

Auto w

| | =] | k2
L}
L}

Auto -

® Auto 20/40 MHz O 20 MHz

® Short Preamble O Long Preamble
® Enable O Disable

O Enable & Disable

® Auta O Always O MNone

100 % |+

Turn off all LED except POVWER LED

The description of every setup item is listed here:
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Item

Description

Fragment Threshold

The threshold (number of bytes) of the
fragmentation boundary for directed messages.
It is the maximum data fragment size that can be
sent. Input a value between 256 and 2346.

RTS Threshold

The RTS (Request To Send) threshold parameter
controls what size data packet (number of bytes)
the low level RF protocol issues to an RTS
packet. The default is 2347.

Beacon Interval

The Beacon Interval value indicates the frequency
interval of the beacon. Enter a value between 20
and 1000.

A beacon is a packet broadcast by the Router to
synchronize the wireless network. The default
value is 100.

DTIM Period

Configures DTIM (Delivery Traffic Indication
Message) send period. The default value is 3.

Data Rate

Select wireless data transfer speed. When you
select a value here, this Wireless-N Range
Extender will refuse to establish connection with
wireless clients by other speeds.

It’s recommended to select ‘Auto’ and this
Wireless-N Range Extender will adjust the speed
automatically.

N Data Rate

Select wireless data transfer speed (MCSO to
MCS15). MCS stands for Modulation and Coding
Scheme, which represents different speeds when
the bandwidth is 20MHz or 40MHz.

It’s recommended to select ‘Auto’ and this
Wireless-N Range Extender will adjust the speed
automatically.

Channel Width

Select the wireless channel width, 20MHz or
40MHz. 40MHz provides better network speed
for 802.11n wireless clients.

However, if there are 802.11b / g clients
connecting to this Wireless-N Range Extender, it
will switch to 20MHz mode automatically.
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Preamble Type The Preamble type defines the length of the CRC
(Cyclic Redundancy Check) block for
communication between the Access Point and
roaming wireless adapters.

Do not modify the default value if you don’t
know what it is, default setting is ‘Short
Preamble’.

Broadcast ESSID When set to ‘enabled’, every wireless device can
scan and find this Wireless-N Range Extender;
when set to ‘disabled’, only wireless clients who
know the exact SSID can get connected with this
Wireless-N Range Extender. Setting to disabled
will help to improve security.

WMM Enable or disable Wireless Multi-Media. When
enabled, the Wireless-N Range Extender will give
priority to multimedia related network
applications for better performance.

CTS Protect This function provides CTS (Clear to Send)
protection when transferring data. Selecting
‘Auto’ for this option is recommended.

TX Power Select the wireless transmitting power level, from
10% to 100%. When wireless clients are not too
far from this Wireless-N Range Extender, you
don’t have to select a higher power level, since
this may cause some individuals to attempt to
break into your wireless network if you have a
bad password, or no password.

Enable LED off You can enable or disable LED lights.

mode Check ‘Enable LED OFF’ mode to setup LED
behavior:

Turn off all LED: disables all LED lights

Turn off all LED except the POWER LED: all
LED lights will be disabled, except the ‘POWER’
LED

When you finish the settings in this page, click the ‘Apply’ button. You’ll
see the following message:
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javascript:// What is CRC ?�

Save settings successfully!
You may press CONTIMUE hutton to continue configuring other settings or press APPLY button to restart the system to make the changes take

effect

[ contwue | [ APPLY ]

If you want to configure this Wireless-N Range Extender more, click the
‘CONTINUE’ button; if you want to save the changes and use it now,

click the “APPLY’ button.

System Restarting!

You’ll be prompted to wait for 30 seconds before you can reconnect to
this Wireless-N Range Extender.
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2-2-8 MAC Address Filtering

For security reasons, the Comtrend WAP-5883 supports MAC Address
Filtering, which only allows authorized MAC Addresses to associate with
the Wireless-N Range Extender. Up to 20 entries can be configured.

This will enhance security because you can make a ‘white list” allowing
users in the list to use this Wireless-N Range Extender. Clients who aren’t
on this white list can’t get connected, even if they know the password.

To access the ‘“MAC Filtering’ menu, click “MAC Filtering’ on the left.

© Quick Setup
2 Home
 Wireless Setup

® Advanced Settings
3 [; [JAC Filtering

[ Device Settings

[+ Device Management

The following setup page will appear:

+ MAC Address Filtering Table

Cio | huies | Comment | Skt

[0 Enable Wireless Access Control

MAC Address Comment
e

[ APPLY ][ CANCEL

The description of every setup item is listed as follows:
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Item Description

Enable Wireless Check this box to enable MAC filtering. If you
Access Control don’t check this box, anyone who knows the
wireless password can get connected to this
Wireless-N Range Extender.

MAC Address Input the MAC address of the clients you wish to
deny or provide access to the Wireless-N Range
Extender into the MAC address list. Input 12
HEX characters here, you don’t have to add :
(colon) or - (dash) characters every 2 characters.

If you don’t know how to get the MAC address of
a network client, see the following page.

Comment Input any descriptive text about this rule, so you
can remember the purpose of this rule. Input up to
20 alphanumerical characters in this field.

Add Add this MAC address to the list.

Clear Clear the “MAC Address’ and ‘Comment’ field.

Delete Selected Delete the MAC address(es) whose “Select’” box
you checked.

Delete All Delete all MAC addresses in the list. You’ll be
prompted to confirm the deletion first.

Reset Uncheck all checked boxes.

Select All existing MAC addresses will be listed here.

To delete a MAC address from the list, check the
box of the MAC address you wish to delete first.
You can select more than one MAC address here.

When you complete the settings in this page, click the ‘Apply’ button.
You’ll see the following message:

Save settings successfully!

You may press CONTIMUE button to continue configuring other settings or press APPLY button to restart the system to make the changes take
effect

CONTINUE | [ APPLY
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If you still need to configure this Wireless-N Range Extender, click the
‘CONTINUE’ button; if you want to save changes and use it now, click
the *APPLY’ button. You’ll be prompted to wait for 30 seconds before
you can reconnect to this Wireless-N Range Extender.

If you don’t know the MAC address of your computer or wireless device,
you can follow the procedure below:

For wireless devices and computers that are connected to this Wireless-N

Range Extender already, you can click the ‘Show Active Clients’ button
on the “‘Home’ setting page.

Wireless Configuration

Mode Universal Repeater
ESSID Winchester
Channel Number 4
Security WEP
BSSID(MAC) i T
o~ _--~‘\
Associated Clieﬁts.__ 0 [ Show Active Clients _-’

State Connected

Their MAC address will be displayed in the “MAC Address’ field.

If you still can’t identify the MAC address of your computer, you can
follow this procedure:

Click the network icon located at the lower-right corner, then click *‘Open
Network and Sharing Center’.
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Currently connected to: 4

b Metwork
l:'_l Mo Internet access

Unidentified network

Mo Internet access

Open Netwerkgpd Sharing Center

o ue e, 10:12 AM
" B il T ]
| 7 |L| Iﬂ ¥ 6,/20/2011

Click the connection that will be used to connect the Wireless-N Range
Extender (in this example, ‘Local Area Connection’):

L
View your basic network information and set up connections
h&; Eh ] See full map
: — cem + Q
ﬁALBERT-‘u"MPC Multiple networks Internet
(This computer)
Wiew your active networks Connect or disconnect
. Access type: Mo Internet access
r HomeGroup: | o somet= = = = = -
Home network e RIS
Connectiols: IH] Local Area Connection 7
~~ -~ N -
Unidentified network Access type: Mo Internet access
Public network Connections: [H] Local Area Connection 2

Click the ‘Details...” button.
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'T”,' Local Area Connection Status @
General
Connection
IFv4 Connectivity: Mo Internet access
IPvE Connectivity: Mo network access
Media State: Enabled
Duration: 071701
_____.ﬁﬂti'.wid.;._____~~ 1.0 Gbps

-
™

Activity
Sent L“w! Received
G
Bytes: 71,655 0,247
[ '&'Pmperﬁes ] [ '&'Disable ] [ Diagnose ]

Close

The MAC address of selected network connection will be displayed here
as ‘Physical Address’.
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I\

e BRI Ttel) T RO a0 M.TNDesktnp Adapter

-y

Metwark Connection Details

Metwork Connection Details:

Property Value
Connection-specific OM...  WVXHOME_WIMAX

Physical Address 08-00-27-BB-4D-3F ’)
~ BHE PR35 e e o Y ==
IPv4 Address 100215
IPvd Subnet Mask 2552562550
Lease Obtained Sunday, June 19, 2011 11:06:40 AM
Lease Expires Tuesday, June 21, 2011 2:58:14 AM
IPvd Default Gateway 10022
IPv4 DHCP Server 10022
IPvd DMNS Server 15216811

IPvd WINS Server

MetBIOS over Tepip En...  Yes

Link4ocal [PvE Address fedl::a83e:603:1e74.c003%11
|Pw6 Default Gateway

IPvE DMNS Server

4| 1] [ »
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2-2-9 System Utility

You can change the settings of several system-level parameters in this
page, including the administrator’s password, and IP address.

To access the ‘System Utility’ menu, click ‘Device Settings ’ on the left.

© Quick Setup
2 Home
2 Wireless Setup

® Advanced Settings
[» MAC Filtering

m— [; Device Settings

[ Device Management
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The following setup page will appear:

+ Password Settings

Current Password
Mew Password

Re-Enter Password
+ Management IP

IP Address 192 168.0.2
Subnet Mask - |255.255 2550
Gateway Address
The description of every setup item is listed here:
Password Settings
The default password of this Wireless-N Range Extender is admin, and
it’s displayed on the login prompt when accessed from the web browser.
There’s a security risk if you don’t change the default password, since
everyone can see it. This is very important when you have the wireless

function enabled.

Here are descriptions of every setup item:

Item Description

Current Password To change the password, you have to input the
current password first.

New Password Input the new password here. You can use a
combination of letters, numbers, and symbols for
up to 20 characters.

Re-Enter Password | Input the new password again for conformation.
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Management IP

To set up the IP address of this Wireless-N Range Extender, please see
the following.

Item Description

IP Address Input the IP address for the Wireless-N Range
Extender’s LAN / Wi-Fi port.

NOTE: Please remember this IP address. If you
forget this IP address and you didn’t use the
DHCP server function to assign the IP address to
clients, you won’t be able to connect to this
Wireless-N Range Extender and you’ll need to
clear all settings and password to reset the IP
address back to the default value ‘192.168.0.2".

( Press the WPS button and hold for 10 seconds
to restore all settings to factory defaults)

Subnet Mask Input the subnet mask of the IP address you’re
using.
Gateway Address Input the gateway’s IP address of your network.

Generally you can use “0.0.0.0’ (default value)
since this Wireless-N Range Extender will access
the Internet via the WAN port.

When you complete the settings in this page, click the ‘Apply’ button.
You’ll see the following message:

Save settings successfully!

You may press CONTINUE button to continue configuring other settings or press APPLY button to restart the system to make the changes take
effect

CONTINUE | [ APPLY

If you still need to configure this Wireless-N Range Extender, click the
‘CONTINUE’ button; if you want to save the changes and use it now,
click the *‘APPLY” button. You’ll be prompted to wait for 30 seconds
before you can reconnect to this Wireless-N Range Extender.
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2-2-10 Configuration
You can backup and restore the configuration of this Wireless-N Range
Extender without the need to reconfigure again.

This function is especially useful when you need to use this Wireless-N
Range Extender in different places, like your home and a hotel.

To access the ‘Configuration” menu, click ‘Device Management’ on the
left.

© Quick Setup
' Home
© Wireless Setup

@ Advanced Settings
[ MAC Filtering

[ Device Settings

% [» Device Management

Configuration Tool

The following setup page will appear:

Backup Settings
Restore Settings [ Browse . || Upload
Restore to Factory Default

The description of every setup item is listed here:

Item Description
Backup This option saves the Wireless-N Range Extender 's
Settings current configuration settings to a local file on your

computer. It will be named "config.bin.” You can then
use the "Restore Settings" option to restore the saved
configuration to the Wireless-N Range Extender if it is
reset or loses its configuration.
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Restore If you want to upload a saved configuration file to the
Settings Wireless-N Range Extender, please click the ‘Browse’
button to select a saved configuration file on your
computer.

Then click the *Upload’ button to replace the current
settings.

Reset to To reset all the settings of this Wireless-N Range
Factory Extender to factory defaults, including the password.
Default You’ll be prompted to confirm the settings reset:

Message from webpage @

lel Do you really want to reset the current settings to default?

[ OK l | Cancel |

Click “OK” if you really want to restore all settings, or
click “‘Cancel’ to abort.

WEB Upgrade

The software running in this Wireless-N Range Extender (i.e. ‘Firmware’)
can be upgraded to improve the functionality of this Wireless-N Range
Extender.

It is recommended that you upgrade the firmware from a wired computer.
Enter the path and name of the upgrade file and then click the APPLY
button.

You can access our website to look for the latest firmware file. Then
download the latest firmware file and save on your computer and upload
to your Wireless-N Range Extender.

WEB Upgrade

It is recormmended that you upgrade the firmware from a wired computer. Enter the path and name of the upgrade file and then click the APPLY button
below

[(Browse. J[ APPLY | CANCEL
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The description of every setup item is listed here:

Item Description

Browse Select a firmware file saved on your computer.

After selecting the firmware file, click the ‘Apply’ button to start the
firmware upgrade procedure.

Reset

In the event that the system stops responding correctly or stops
functioning, you can perform a standard Reset or Reset to Defaults. A
standard Reset will retain your settings and reboot the Wireless-N Range
Extender, while resetting the device to defaults will erase all
configuration settings.

Reset

In the event that the system stops responding correctly or stops functioning. you can perform a standard Reset or Reset to Defaults. A standard Reset will
retain your settings and reboot the device, while resetting the device to defaults will erase all configuration settings

APPLY

To reset this Wireless-N Range Extender, click the *Apply’ button. You’ll
be prompted to confirm the reset:

Message from webpage @

[9} Do you really want to reset the Access Point 77

[ (0] 4 l | Cancel |

Click the ‘OK” button to reset the Wireless-N Range Extender, or click
‘Cancel’ to abort.
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CHAPTER I11: Client Mode

Client mode allows your networking device to have wireless capability; it
will become your networking device’s wireless network adapter. You can
connect this device to the Ethernet port of your existing Internet TV or
DVD player or game console device with an Ethernet cable.

This chapter will explain how to quickly install this Wireless-N Range
Extender by using the quick setup method and explain the detailed
settings on the web user interface page of client mode.

3-1 Client Mode Quick Installation Guide

Switch mode selector to “‘Client’.

amay
....
*

Plug this Wireless-N Range Extender into a power outlet on the wall, and
flip the power switch to “ON’ (1). You should see the ‘Power’ LED light
up in few seconds (2). If not, check if the power outlet you’re using is
working.
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mnemnn (1)

Connect your wired networking device (wired PC, or Internet TV, or
game console..etc.) and this Wireless-N Range Extender by Ethernet
cable.

NOTE: You must set your networking device as DHCP client (obtain an
IP address automatically from the DHCP server)

You can setup a wireless connection via the ‘Hardware WPS button’ or
‘Software web browser’,

If your broadband router or access point also supports a “WPS button’,
we recommend you to use the WPS button to establish connection.

Using WPS button - please go to section 3-1-1
Using Web browser - please go to section 3-1-2
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3-1-1 Hardware WPS button setup

(1) Press and hold the WPS button on the Wireless-N Range Extender for
2 seconds, the “WPS’ LED will start flashing.

HEERBE\\PS putton

‘-:’: mmmnmnm \\WPS LED

(2) Press the WPS button on the wireless broadband router or access
point you wish to connect to within 2 minutes.

NOTE: the WPS button position on this access point is for reference,
different devices may have different WPS button positions or locations.

47



TIP: If the access point you wish to connect does not have a hardware WPS
button, you can also use its web configuration menu’s WPS function to
establish connection. Or you can login to this repeater’s web user interface to
perform the quick setup (detailed setup refers to ‘3-1-2 Web browser quick
setup’)

(3) If the WPS connection is successfully established, the “WPS’ LED
will stay lit for 5 minutes; if the “WPS’ LED flashes fast, a problem has
occurred, please wait for 2 minutes until the “WPS’ LED is off, and start
from step(1) again.

o Eumnmm WPSLED

When quick installation is successful, the *Signal” LED will turn on.

= = m m m Signal LED

(4) When this Wireless-N Range Extender and your networking device
(Internet TV or game console etc.) are connected via Ethernet cable, the
wireless connection will be established automatically.

You can check the ‘Signal’ LED status to understand the signal reception
level.

Steady light: Excellent, Flashing: Good, Fast flash: poor.
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NOTE: If the Signal LED is off, it means the device is out of wireless range of
your wireless broadband router or access point. Please move this extender
closer to your broadband router until the extender device can receive a signal
from the broadband router.

The quick installation setup is complete, you can refer to ‘3-2 Client
Mode Advanced Settings’ to login to the web user interface for other
advanced settings.
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3-1-2 Web browser quick setup

Before you can connect to the Wireless-N Range Extender and start
configuration procedures, your computer must be able to get an IP
address automatically (use dynamic IP address). If it’s set to use static IP
address, or you’re unsure, please refer to ‘Chapter V: Appendix, 5-1
Configuring TCP/IP on PC’ to set your computer to use dynamic IP
address.

(1)Use an Ethernet cable to connect your computer’s Ethernet port and
the Wireless-N Range Extender’s Ethernet port.

(2)Open your web browser and input ‘http:// 192.168.0.2" in the address
bar.

NOTE: By default the Comtrend WAP-5883 has a default IP address of
192.168.0.2. To login through the Web Management interface, your
computer (whether connected wirelessly or via Ethernet directly to the
Wireless-N Range Extender) will need to have an IP in the same range:
192.168.0.x. (where x equals any number between 3 and 254). If your
network has a different IP range, set your computer to a static IP to
configure this Wireless-N Range Extender for the first time and set it to
match your network settings.
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r"‘.'-: Interrcy: Expiorer |;||E|[z|

£ hitpif192.168.0.2) o v|

"'..
B T T L L L

(3) The Wireless-N Range Extender will prompt you to input the
username and password. The default username is ‘admin’ and password
Is ‘admin’. Click the ‘OK” button to continue.

Connect to 192.168.0.2

2
LR

The server 192.168.0.2 at Default: admin/admin requires a
username and password,

Warning: This server is requesting that your username and
password be sent in an insecure manner (basic authentication
without a secure conneckion).

Llsernm'né'- Lﬁ vr -.,.0‘
EEISSWI:IFIﬂ.'I............ I.......---‘}‘ “"’
[] Eememl:uert-' password

PECELELCLEEREED .
;[ Ok ] [: Cancel ]

(4)All wireless access points nearby will be displayed in the list. Select
the required access point and click the ‘Next’ button to continue. If the
access point you wish to connect to does not appear here, click the
‘Refresh’ button until it appears in the list, or try to move this Wireless-N
Range Extender closer to the access point you wish to connect to.

---@----- Comtrend WE
E ® | ' 4 WEP 64

Fesnmmwuat

] Setup repe

SSID - |

[ Refresh ] E IMext E
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(5) If the Wireless Router or Access Point you’re connecting to is using
encryption, you’ll be prompted to input the access point’s wireless
security key, input it in the “‘KEY” field and click the ‘Next’ button to
continue.

Security

Please input the wireless encryption key needed to connect to your Access Point or Wireless Router

KEY - |5709D057624C98F98C2B369724

[ Back “ Mext ]

(6) Upon successful Connection Test completion the following message
will be displayed. Click ‘Next’ to continue.

Connection Successful

Congratulations! Your device is now connected

(7) The Wireless-N Range Extender will display the connection
information for you. If everything’s correct, please click the ‘APPLY”’
button to get connected.

‘Connected Access Point SSID’ is the SSID of your access point that you
selected to connect in the previous step, please double confirm all the
information is correct, if you want to change it, you can press the ‘Back’
button to select again or press ‘APPLY’ to make the changes effective.

Save settings successfully!
Please press APPLY button to restart the system to make the changes take effect
Connected Access Point 5510 - Winchester

Security - WEP

|  Back || APPLY |

(7) Please wait for a few moments for the Wireless-N Range Extender to
restart.
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System Restarting!
2%

(8) Click the “Refresh’ button of your browser to login to the client
mode’s home page of the Web user interface. You can close the browser
and use your computer to connect to the wireless access point by the
SSID you set in last step and start using the network.

/= Comtrend WAP-5883 - Windows Internet Explorer

(@7 he TRE—
| 8] http://192.168.0.2ind=x 3 JlEEhed

NOTE: After the wireless connection of this extender and the wireless
broadband router is built, this device becomes DHCP client and will get an IP
address from your broadband router automatically. If you want to login to
the Web user interface of this repeater again, please refer to ‘3-2 Client Mode

Advanced Settings’.
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3-2 Client Mode Advanced Settings

3-2-1 Setup IP address

The default IP address of Client mode is 192.168.0.2, please make sure
your PC’s IP is within the range of 192.168.0.3~192.168.0.254.

Before you can login to the web user interface, you need to set your
computer’s IP address to any IP within this subnet. If you don’t know
how to do this, please refer to following instructions.

Windows XP IP address setup:

- lLocal Area Connection Properties @EJ

General | Authentication | Advanced

Connect using:

ES AMD PCHNET Family PCI Ethemet Ad

Thiz connection uses the fallowing items:
El Clignt for Microzoft Metwaorks

.@ Fil-e_agq Ewgrﬁhgllng.fo.r Microsaft Metworks
@ﬂos Packet Scheduler **e

Trangmission Control Protocol/ntermet Protocol. The default
wide area network. protocol that provides communication
across diverse interconnected networks.

[ Show ican in natification area when connected
Motify me when this connection has limited or no connectivity

-'_' Internet Protacal [TCPAR) ’.'
.......lllllll‘-“‘ *ﬂ""-."'.,.
T
Description teraaannnr®

ark ] [ Cancel

Click the *Start” button (it should
be located at the lower-left corner
of your computer screen), then
click control panel. Double-click
the Network and Internet
Connections icon, click Network
Connections, and then
double-click Local Area
Connection, the Local Area
Connection Status window will
appear, click the ‘Properties’
button.
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Select “Use the following IP

General address’, then input the following
s Capebiy, D s ot 1 ek s oot ceabishoctFot settings in their respective fields:

the appropriate |P* zettings.

@]

atically

IP address: 192.168.0.x (where x

1P address: 192 168, 0 . &

R —— IS an integer greater than 2 or less
Defauit gateway: - than 254, if there’s more than one
computer that needs to use this
@;“F‘:D*N"SQD“S dd - Wireless-N Range Extender on
Aterats DN sorvr — the same network, every computer
should use a unigue number)
Subnet Mask: 255.255.255.0
Lo JL == J| | Click the ‘OK’ button when
finished.
Windows Vista/7 IP address setup:
U Local Area Connection Properties = Click the “Start” button (It
e | should be located at the
s _ lower-left corner of your
| £ Intel(R) PRO/1000 MT Network Connection .
computer screen)_, ther'l click
This connection uses the folowing Rems: control panel. Click View
CF Toralrpraiume Network Status and Tasks, then
kit click Manage Network
* -.”;r/o‘o’;er Connections. Right-click Local
R NP Area Network, then select
— J i ‘Properties’. The Local Area
e Connection Properties window
e T will appear, select ‘Internet
Protocol Version 4 (TCP / IPv4),
= = and then click the “Properties’
button.
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Internet Protocol Version 4 (TCP/IPv4) Properties

B

General |

You can get IF settings assigned automatically if your network supports
this capability, Otherwise, you need to ask your netwark administrator
for the appropriate IP settings.

() Obtain an IP address automatically
(@) Use the following IP address:

IP address: 192.168. 0 . 5§
Subnet mask: 255,255 .255. 0
Default gateway: | .

Obtain DNS server address automatically

@ Use the following DNS server addresses:

Preferred DMS server:

Alternate DNS server:

[ Ok J [ Cancel

l

Select “Use the following IP
address’, then input the
following settings in their
respective fields:

IP address: 192.168.0.x (where
X is an integer greater than 2 or
less than 254, if there’s more
than one computer that needs to
use this Wireless-N Range
Extender on the same network,
every computer should use a
unique number)

Subnet Mask: 255.255.255.0
Click the ‘OK” button when
finished.
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3-2-2 Connect to web configuration menu

Please open your web browser (IE, Firefox, Chrome etc.) and input
192.168.0.2 in address bar then press the ENTER key:

/= Interrc Expionen

= http:ff192,168.0,2 o* A
+ LAY j . |

The Wireless-N Range Extender will prompt you to input the username
and password. The default username is ‘admin’ and password is ‘admin’.
Click the “OK” button to continue.

Connect to 192.168.0.2

The server 192.168.0.2 at Default: admin/admin requires a
username and password,

Warning: This server is requesting that your username and
password be sent in an insecure manner (basic authentication
without a secure conneckion).

auunt® L O

User namtt " L % v| ...".
‘.. . “‘.

Easswu::rﬂ:"--.---....__ .-----“l" -

[ ]remember mi passwaord

Detailed operation instructions will be given below.
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3-2-3 Home

The following information provides an overview of the client mode’s
status and network configuration.

To access the “‘Home’ menu, click “‘Home’ on the left.

O Quick Setup
= & Home
 Wireless Setup

 Advanced Settings

You should see the screen that looks like this (the contents will vary
depending on your actual settings):

System
Uptime
Hardware Wersion
Runtime Code Version
Wireless Configuration
Mode
ESSID
Channel Number
Security
BSSID(MALC)
State
LAN Configuration
IP Address
Subnet Mask
Default Gateway

MAC Address

Oday:0h:0m:36s
Rev. A
1.05

Station-Infrastructure
Winchester

4

WEP
80:1F:02:41:CC:3A

Connected

192.165.0.2

255 2552550

80:1F02:41:CC:3A
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3-2-4 Wireless Setup — SSID

To access the ‘SSID’ page, click “‘Wireless Setup’ on the left, and then
click ‘SSID’.

© Quick Setup
' Home

® Wireless Setup

— [} S5ID

I Encryption
WS Setup

 Advanced Settings

Basic Settings
SSID stands for Service Set Identifier. All stations must be configured with the correct SSID to access the Wireless Network
Band : |2.4 GHz (B+G+N) »

MAIM ESSID - |Winchester

Site Survey Select Site Survey

[ Enable LED OFF mode
Turn off all LED
Turn off all LED except POWER LED

The description of every setup item is listed here:

Item Description

Band Select the band you want to use; all the wireless
clients must follow the same setting to connect to
this repeater.

MAIN ESSID This is the name of the wireless network for this
Wireless-N Range Extender.

Select Site Survey | Click the “Select Site Survey’ button to choose a
new Root AP.
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Enable LED off
mode

You can enable or disable LED lights.

Check ‘Enable LED OFF’ mode to setup LED
behavior:

Turn off all LED: disables all LED lights

Turn off all LED except the POWER LED: all

LED lights will be disabled, except the ‘POWER’
LED
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3-2-5 Wireless Setup — Encryption
To access the ‘Encryption’ page, click ‘Wireless Setup’ on the left, and

then click ‘Encryption’.
© Quick Setup
< Home

® Wireless Setup
I SSID

q > Encryption

I WPS Setup

 Advanced Settings

Security

This page allows you to specify whether a network key is used for authentication to the wireless networke If network authentication is
set to Disabled, then no authentication is provided

Encryption Dizable v

APPLY ][ CANCEL

Select the security type of the wireless link:
Encryption: Disable (no security), WEP, WPA pre-shared key, or WPA
RADIUS and click the ‘APPLY” button.

NOTE: For WPS2.0 compliance specification, WEP and WPA-PSK
encryption cannot support WPS connection; some wireless devices may follow
this latest WPS2.0 specification, so we recommend using WPA2-PSK
Encryption or (Network Authentication Open — WEP Encryption Disabled) to
avoid interoperability problems.

WEP encryption: Select key length (64 or 128bit), key format (Hex or
ASCII characters), Default Tx Key (by default ‘Key 1), and input key
characters (refer to ‘“Key Format’ you selected for number of characters)

WPA pre-shared key: Select one WPA Unicast Cipher Suite (it is
recommended to use default setting “WPA(TKIP)’), Pre-shared Key
Format: Passphrase (alphanumeric characters) or Hex (64 Hex

Characters), and input the key characters in the ‘KEY” field.
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3-2-6 Wireless Setup - WPS Setup

This page allows you to change the WPS settings (Wi-Fi Protected Setup).
WPS allows your wireless clients to connect automatically to the Access
Point.

To access the “WPS Setup’ click the ‘Wireless Setup’ menu on the left,
then click *WPS Setup’.

© Quick Setup

< Home

@ Wireless Setup
I SSID

[* Encryption

% FF WPS Setup

O Advanced Settings
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The following setup page will appear:

WPS(Wi-Fi Protected Setup) Settings

This page allows you to change the WPS settings (Wi-Fi Protected Setup). WPS allows your wireless clients to connect automatically to the Access
Point

Enable WPS

+ Wi-Fi Protected Setup Information
WPS Status:  Unconfigured

Self PinCode: 78665545
SSID:  Comtrend
Authentication Mode: Disable

Passphrase Key

+ Device Configure

(Device is be a Client) Config Mode: Enrollee

Configure via Push Button: | Start PBC
Input PIN code to AP/Router : 78665545 | Start PIN

The description of every setup item is listed here:

Item Description

WPS Status If the wireless security (encryption) function of
this Wireless-N Range Extender is properly set,
the WPS Status will display ‘Configured’. If
wireless security function has not been set, the
WPS Status will display ‘unConfigured’.

Self PinCode This displays an 8-digit number for WPS
PIN-style configuration. When other
WPS-compatible devices wish to connect to this
Wireless-N Range Extender and support Self-PIN
type WPS, input this number to the wireless
device to establish connection.

SSID SSID stands for Service Set Identifier. All stations
must be configured with the correct SSID to
access the Wireless Network.

Authentication Shows the authentication mode of this Wireless-N
Mode Range Extender.
Passphrase Key This shows asterisks (*) to indicate wireless

security is properly set.
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Config Mode

Client mode only supports ‘Enrollee’ mode, you
can input this client mode’s PIN code to the
AP/Router.

Start PBC

Click the “Start PBC’ button to start the
Push-Button style WPS setup procedure. This
Wireless-N Range Extender will wait for WPS
requests from another wireless device for 2
minutes.

The “WPS’ LED on the Wireless-N Range
Extender will be blinking for 2 minutes when this
Wireless-N Range Extender is waiting for an
incoming WPS request.

Start PIN

Click the “Start PIN’ button and input this PIN
code to the wireless broadband router or Access
point you wish to connect to.

The “WPS’ LED on the Wireless-N Range
Extender will be blinking when this Wireless-N
Range Extender is waiting for an incoming WPS
request.
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3-2-7 Advanced Settings

To access the ‘Advanced Settings’ menu, click ‘Advanced Settings’ on
the left.

 Quick Setup
' Home
 Wireless Setup

-3 & Advanced Settings
[ Device Settings

[ Device Management

The following setup page will appear:

Fragment Threshold:  |2346 (256-2346)
RTS Threshold: (2347 (0-2347)
Channel Width: & Auto 20/40 MHz O 20 MHz
WMM: O Enable & Disable

TX Power 100 %
[0 Enable LED OFF mode

Turn off all LED
Turn off all LED except POVWER LED

The description of every setup item is listed here:

Item Description

Fragment Threshold | The threshold (number of bytes) of the
fragmentation boundary for directed messages.
It is the maximum data fragment size that can be
sent. Input a value between 256 and 2346.
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RTS Threshold

The RTS (Request To Send) threshold parameter
controls what size data packet (number of bytes)
the low level RF protocol issues to an RTS
packet. The default is 2347.

Channel Width

Select the wireless channel width, 20MHz or
40MHz. 40MHz provides better network speed
for 802.11n wireless clients.

However, if there are 802.11b / g clients
connecting to this Wireless-N Range Extender, it
will switch to 20MHz mode automatically.

WMM Enable or disable Wireless Multi-Media. When
enabled, the Wireless-N Range Extender will give
priority to multimedia related network
applications for better performance.

TX Power Select the wireless transmitting power level, from

10% to 100%. When wireless clients are not too
far from this Wireless-N Range Extender, you
don’t have to select a higher power level, since
this may cause some individuals to attempt to
break into your wireless network if you have a
bad password, or no password.

Enable LED off
mode

You can enable or disable LED lights.

Check ‘Enable LED OFF’ mode to setup LED
behavior:

Turn off all LED: disables all LED lights

Turn off all LED except the POWER LED: all
LED lights will be disabled, except the ‘POWER’
LED

When you finish the settings in this page, click the *‘Apply’ button. You’ll
see the following message:
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Save settings successfully!

You may press CONTIMUE hutton to continue configuring other settings or press APPLY button to restart the system to make the changes take
effect

CONTINUE | [ APPLY

If you still need to configure this Wireless-N Range Extender, click the
‘CONTINUE’ button; if you want to save changes and use it now, click
the *“APPLY’ button.

System Restarting!

You’ll be prompted to wait for 30 seconds before you can reconnect to
the Web user interface of this Wireless-N Range Extender.
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3-2-8 System Utility

You can change the settings of several system-level parameters in this
page, including the administrator’s password, and IP address.

To access the ‘System Utility’ menu, click ‘Device Settings’ on the left.

O Quick Setup

O Home

O Wireless Setup

@ Advanced Settings

== ) Device Settings

[ Device Management
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The following setup page will appear:

+ Password Settings

Current Password
Mew Password

Re-Enter Password
+ lManagement IP

IP Address 192.168.0.2
Subnet Mask 266 2605 2650

Gateway Address

The description of every setup item is listed here:
Password Settings

The default password of this Wireless-N Range Extender is admin, and
it’s displayed on the login prompt when accessed from the web browser.
There’s a security risk if you don’t change the default password, since
everyone can see it. This is very important when you have the wireless
function enabled.

Here are descriptions of every setup item:

Item Description

Current Password To change the password, you have to input the
current password first.

New Password Input the new password here. You can use a
combination of letters, numbers, and symbols for
up to 20 characters.

Re-Enter Password | Input the new password again for conformation.
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Management IP

To set up the IP address of this Wireless-N Range Extender, please see
the following description.

Item Description

IP Address Input the IP address of the LAN / Wi-Fi port of
the Wireless-N Range Extender.

NOTE: Please remember this IP address. If you
forget this IP address and you didn’t use the
DHCP server function to assign IP address to
clients, you won’t be able to connect to this
Wireless-N Range Extender and you’ll need to
clear all settings and password to reset the IP
address back to the default value *192.168.0.2° on
Client mode.( Press the WPS button and hold for
10 seconds to restore all settings to factory

defaults)

Subnet Mask Input the subnet mask of the IP address you’re
using.

Gateway Address Input the gateway’s IP address of your network.

Generally you can use “0.0.0.0’ (default value)
since this Wireless-N Range Extender will access
the Internet via the WAN port.

When you finish the settings in this page, click the ‘Apply’ button. You’ll
see the following message:

Save settings successfully!

You may press CONTINUE button to continue configuring other settings or press APPLY button to restart the system to make the changes take
effect

[ contnUE | [ APPLY |

If you still need to configure this Wireless-N Range Extender, click the
‘CONTINUE’ button; if you want to save the changes and use it now,
click the *‘APPLY” button. You’ll be prompted to wait for 30 seconds
before you can reconnect to Web user interface of this Wireless-N Range
Extender.
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3-2-9 Configuration

You can backup and restore the configuration of this Wireless-N Range

Extender, so you can recall all the settings without the need to reconfigure
again.

This function is especially useful when you need to use this Wireless-N
Range Extender in different places, like your home and a hotel.

To access the ‘Configuration” menu, click ‘Device Management’ on the
left.

O Quick Setup

O Home

O Wireless Setup

@ Advanced Settings
[ Device Settings

a [» Device Management

Configuration Tool

The following setup page will appear:

Backup Settings
Restore Settings Browse.. Upload
Restore to Factory Default

The description of every setup item is listed below:
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Item Description

Backup Use the "Backup Settings" option to save the Wireless-N

Settings Range Extender’s current configuration settings to a
local file on your computer. It will be named
"config.bin.” Click the ‘Save’ button to save the current
settings to a file on your computer. You can then use
the "Restore Settings" option to restore the saved
configuration to the Wireless-N Range Extender if it is
reset or loses its configuration.

Restore If you want to upload a saved configuration file to the

Settings Wireless-N Range Extender, please click the ‘Browse’
button to select a saved configuration file on your
computer. Then click the *Upload’ button to restore the
current settings to the new one.

Reset to To reset all settings of this Wireless-N Range Extender

Factory to factory defaults, including the password. You’ll be

Default prompted to confirm the settings reset:

Message from webpage @

[9} Do you really want to reset the current settings to default?

[ OK l | Cancel |

Click the ‘OK” button if you really want to restore all
settings, or click ‘Cancel’ to abort.
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WEB Upgrade

The software running in this Wireless-N Range Extender (i.e. ‘Firmware’)
can be upgraded to improve the functionality of this Wireless-N Range
Extender.

It is recommended that you upgrade the firmware from a wired
computer. Enter the path and name of the upgrade file and then click
the APPLY button below.

You can access our website to look for the latest firmware file. Then
download the latest firmware file and save on your computer and upload
to this Wireless-N Range Extender.

WEB Upgrade

It is recommended that you upgrade the firmware from a wired computer. Enter the path and name of the upgrade file and then click the APPLY button
below

(Browse.. ][ APPLY | CANCEL

The description of every setup item is listed here:

Item Description

Browse Select a firmware file saved on your computer.

When you are ready, click the ‘Apply’ button to start the firmware
upgrade procedure.

Reset

In the event that the system stops responding correctly or stops
functioning, you can perform a standard Reset or Reset to Defaults. A
standard Reset will retain your settings and reboot the Wireless-N Range
Extender, while resetting the device to defaults will erase all
configuration settings.

When you think this Wireless-N Range Extender is not working properly,
resetting it may help.

73



Reset

In the event that the system stops responding correctly or stops functioning, you can perform a standard Reset or Reset to Defaults. A standard Reset will
retain your settings and reboot the device, while resetting the device to defaults will erase all configuration settings

APPLY

To reset this Wireless-N Range Extender, click the *Apply’ button. You’ll
be prompted to confirm the reset:

.- '\

Message from webpage @

:I Do you really want to reset the Access Point 77

| ook || cCancel |

Click the *OK” button to reset the Wireless-N Range Extender, or click
‘Cancel’ to abort.
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CHAPTER IV: AP Mode

You can setup a wireless networking environment for your home or small
office. Switch this Wireless-N Range Extender to wireless (AP) access
point mode and connect it to your wired router. Then your wireless client
users can access the Internet by wirelessly connecting to this AP without
the burden of wired cabling.

This chapter will explain how to quickly install this Wireless-N Range
Extender by using quick setup and introduce the detailed settings on the
web user interface page of AP mode.

4-1 AP Mode Quick Installation Guide

Switch mode selector to “‘AP’.

-
‘‘‘‘‘

-----

Plug this Wireless-N Range Extender into a power outlet on the wall, and
flip the power switch to “ON’ (1). You should see the ‘Power’ LED light
up in a few seconds (2). If not, check if the power outlet you’re using is
working.
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mmmnnm (2)

IIIII(]_)

You can setup a wireless connection via the ‘Hardware WPS button’ or
‘Software web browser’,

If your wireless client also supports a ‘WPS button’, we recommend that
you use the WPS button to establish connection.

Using WPS button - please go to section 4-1-1
Using Web browser - please go to section 4-1-2
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4-1-1 Hardware WPS button setup

(1) Press the WPS button twice on the Wireless-N Range Extender, the
‘WPS’ LED will start flashing.

pmmmEE \\PS button

oo dEuumen WPSLED

(2) Press the WPS button on the wireless client you wish to connect to
within 2 minutes.

mmmnmE \\PS button

NOTE: the WPS button position on client card is for reference, different
devices may have different WPS button positions or locations.
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TIP: If your wireless client card does not have a hardware WPS button, you
can also use its web configuration menu’s WPS function to establish
connection. Or you can login to this repeater’s web user interface to complete
the quick setup (detailed setup refers to section ‘4-1-2 Web browser quick
setup’)

(3) If the WPS connection is successful, the ‘WPS’ LED will stay lit for 5
minutes; if the “‘WPS’ LED flashes fast, a problem has occurred, please
wait for 2 minutes until the “‘WPS’ LED is off, and start from step(1)
again.

@ sunnn \WPSLED

When quick installation is successful, the ‘Signal” LED will turn on.

mmmmnm Signal LED

9 J

(4)When the “‘Signal’ LED displays a Steady light the wireless signal is
optimal.

(5) Connect this access point to an ADSL modem, wired router, or
switch/hub in your network through the LAN port of the access point by
Ethernet cable.

The quick installation setup is complete, you can refer to section‘4-2 AP
mode Advanced Settings’ to login in to the web user interface for other
advanced settings.
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4-1-2 Web browser quick setup

Before you can connect to the Wireless-N Range Extender and start
configuration procedures, your computer must be able to get an IP
address automatically (use dynamic IP address). If it’s set to use a static
IP address, or you’re unsure, please refer to ‘Chapter V: Appendix, 5-1
Configuring TCP/IP on PC’ to set your computer to use a dynamic IP
address.

(1)Use an Ethernet cable to connect your computer’s Ethernet port and
the Wireless-N Range Extender’s Ethernet port.

Or use your computer’s wireless configuration utility to search for an
access point named ‘comtrend’ and get connected. (The default SSID of
this Wireless-N Range Extender is ‘comtrend’)

»
Wireless 1.11'!‘
AT "
HT AP1 1-!'.'
HT_AP2 :.1';‘
o it '
HT AP . uawnsssssssmsnsssnnnnnna, _.1!1
____ wn | CLTI
v® B '..’
Comtrend o s
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(2)Open your web browser and input ‘http:// 192.168.0.2” in the address
bar.

NOTE: By default the Comtrend WAP-5883 has a default IP address of
192.168.0.2. To login through the Web Management interface, your
computer (whether connected wirelessly or via Ethernet directly to the
Wireless-N Range Extender) will need to have an IP in the same range:
192.168.0.x. (where x equals any number between 3 and 254). If your
network has a different IP range, set your computer to a static IP to
configure this Wireless-N Range Extender for the first time and set it to
match your network settings.

/= Interrc: Expiorern

(3)The Wireless-N Range Extender will prompt you to input the
username and password. The default username is ‘admin’ and the
password is ‘admin’. Click the ‘OK’ button to continue.
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Connect to 192.168.0.2

2

The server 192.168.0.2 at Default: admin/admin requires a
username and password,

Warning: This server is requesting that your username and
password be sent in an insecure manner (basic authentication
without a secure conneckion).

pEEEEENEEEENEENENRN

ant s LTS
. we el

User name:  o»
L)

R N
[] Eemembeiy password
ERRLEELLELEERED .
;[ (84 H Cancel ]

(4) Please input the SSID (a name used to identify this access point) in
the ‘Device SSID’ field, and then click the *‘Next’ button.

The default SSID is comtrend, you can change this default SSID if you
want.

Quick Setup

Device SSID : |Comtrend ‘

This page allows you to specify whether a network key is used for
authentication to the wireless network.

Security

Flease input the wireless encryption key needed to connect to your Access Paoint or Wireless Router

Encryption |Disah|e V|

[ Back ][ Mext ]

(5) Select the security type of the wireless link:
Encryption: Disable (no security), WEP, WPA pre-shared key, or WPA
RADIUS and click the ‘Next’ button.
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Note:

WEP encryption: Select key length (64 or 128bit), key format (Hex or ASCII
characters), Default Tx Key (by default ‘Key 1°), and input key characters (refer
to “Key Format’ you selected for number of characters)

WPA pre-shared key: Select one WPA Unicast Cipher Suite (it is recommended to
use default setting ‘WPA(TKIP)’), Pre-shared Key Format: Passphrase
(alphanumeric characters) or Hex (64 Hex Characters), and input the key
characters in ‘KEY” field.

WPA RADIUS: Only use this option if you have a RADIUS authentication server
on your LAN. You have to input the RADIUS server’s parameters (Server IP, port
number, and password).

(6) Recheck the settings you made, and click the ‘Apply’ button to
continue.

Save settings successfully!
Flease press APFLY button to restart the system to make the changes take effect
device 551D - Comtrend

Security - Disable

|  Back || APPLY |

(7)Please wait for a few moments for the Wireless-N Range Extender to

restart.

System Restarting!

(8) After the reboot is complete, the web browser will login to the access
point’s home page of the Web user interface. You can close the browser to
finish this quick setup and connect this access point to the ADSL modem,
wired router, or switch/hub in your network through the LAN port of the

access point by Ethernet cable.
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NOTE: After quick installation is complete and you want to login to the Web
Ul of the repeater, please refer to section ‘5-2 AP mode Advanced Settings’ for
more functions or learn how to login the web user interface again.
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4-2 AP mode Advanced Settings

4-2-1 Setup IP address

The default IP address of this Wireless-N Range Extender in AP mode is
192.168.0.2, please make sure that your PC’s IP is within the range of
192.168.0.3~192.168.0.254.

Before you can login to the web user interface, you need to set your
computer’s IP address to any IP within this subnet. If you don’t know

how to do this, please refer to following instructions.

Windows XP IP address setup:

Click the *Start” button (it should

- lLocal Area Connection Properties @EJ

General | Authentication | Advanced

Connect using:

ES AMD PCHNET Family PCI Ethemet Ad

Thiz connection uses the fallowing items:

El Clignt for Microzoft Metwaorks
.@ Fil‘e_agq Ewgrﬁhgllng.for Microsaft Metworks
@ﬂos Packet 5cheduler ".‘

-'_' Internet Protacal [TCPAR) ’.'
......llllll--‘-“‘ *“‘----.....'0
T
Description teraaannnr®

Trangmission Control Protocol/ntermet Protocol. The default
wide area network. protocol that provides communication
across diverse interconnected networks.

[ Show ican in natification area when connected
Motify me when this connection has limited or no connectivity

ark ] [ Cancel

be located at the lower-left corner
of your computer screen), then
click control panel. Double-click
the Network and Internet
Connections icon, and then click
Network Connections,
double-click Local Area
Connection, the Local Area
Connection Status window will
appear, and then click the
‘Properties’ button.
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Internet Protocol (TCP/IP) Properties

Gereral

You can get IP settings assigned automatically if vour network. supports
thiz capability. Otherwize, you need to ask your network administrator for
the appropriate P settings.

O atically

@1

|P address: 192 166 0 . 5 |
Subnet mask: 255.255.2%5. 0 |

Default gateway:

() Use the fallowing DNS server addiesses:
Preferred DMS zerver

Alternate DNS zerver:

[ ok

/|

Cancel ]

Select ‘Use the following IP
address’, then input the following
settings in their respective fields:

IP address: 192.168.0.x (where x
IS an integer greater than 2 or less
than 254, if there’s more than one
computer that needs to use this
Wireless-N Range Extender on
the same network, every computer
should use a unigue number)
Subnet Mask: 255.255.255.0
Click the “OK” button when
finished.

Windows Vista/7 IP address setup:

. Local Area Connection Properties x
MNetworking |
Connect using:

| L¥ Intel(R) PRO/1000 MT Metwork Connection

This connection uses the following items:

9% Client for Microsoft Networks
SQDS Packet Scheduler
,@ File and Printer Sharing for Microsoft Networks
. wn S Hiotocsl Varsion %W?IF\P&! ey,

¥ e Prooco Version & 1 17ve) JIIRR
LT s ——T ] L
i |ink-Layer Topology Discoveny der

amu
“‘.-- rag,

Description

Transmission Control Protocol/Intemet Protocol. The defautt
wide area network protocol that provides communication
across diverse interconnected networks.

Inztall... | Properties

b .
"tapppunnn?

oK Cancel |

s

Click the “Start’ button (it should
be located at the lower-left corner
of your computer screen), then
click the control panel. Click View
Network Status and Tasks, then
click Manage Network
Connections. Right-click Local
Area Network, then select
‘Properties’. The Local Area
Connection Properties window
will appear, select “Internet
Protocol Version 4 (TCP / IPv4),
and then click ‘Properties’
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Internet Protocal Version 4 (TCP/IPv4) Properties

B S

General

‘fou can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

(71 Obtain an IP address automatically
(@) Use the following IP address:

IP address: 192,168, 0 . 5
Subnet mask: 255,255,255, 0
Default gateway: I s

Obtain DNS server address automatically

@ Use the following DNS server addresses:
Preferred DS server:

Alternate DNS server:

[ OK ] [ Cancel

]

Select “Use the following IP
address’, then input the following
settings in their respective fields:

IP address: 192.168.0.x (where x
IS an integer greater than 2 or less
than 254, if there’s more than one
computer that needs to use this
Wireless-N Range Extender on the
same network, every computer
should use a unique number)
Subnet Mask: 255.255.255.0
Click “OK” when finished.
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4-2-2 Connect to web configuration menu

Open your web browser (IE, Firefox, Chrome etc.) and input 192.168.0.2
in the address bar then press the ENTER key:

r"‘.'-: Interrcy: Expiorer |;||E|[z|
A — ‘-
..; 4% @ hrtp:fi192.168.0.2f Las*’ ""|

T u LA
B L LL L Lo

The Wireless-N Range Extender will prompt you to input the username
and password. The default username is ‘admin’ and the password is
‘admin’. Click the “‘OK’ button to continue.

Connect to 192.168.0.2

The server 192.168.0.2 at Default: admin/admin requires a
username and password,

Warning: This server is requesting that your username and
password be sent in an insecure manner (basic authentication
without a secure conneckion).

gserr_len'ﬁé:‘ L % " ..":_
’..". -“"‘
EEISSWEII"EI: .."-----l---...... ...........---I"-+-
[ ]remember rlpasswu:urd
18] um [/ m i m m -
:[ (84 H Cancel ]

You should be able to see the configuration screen of this Access Point
mode in a short time:

Detailed operation instructions will be given below.
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4-2-3 Home

The following information provides an overview of the access point’s
status and network configuration.

To access the “‘Home’ menu, click “‘Home’ on the left.

© Quick Setup
=& Home

 Wireless Setup

© Advanced Settings

You should see a screen that looks like this (the contents will vary
depending on your actual settings):

System
Uptime Oday:0h:0m:=37s
Hardware Version Rev. A
Runtime Code Version 1.05

Wireless Configuration

Mode AP
ESSID Comtrend
Channel Number auto
Security Disable
BSSIDIMAC) B0:1F:02:41:CC:3A
Associated Clients 0 Show Active Clients

LAN Configuration
IP Address 192.168.0.2
Subnet Mask 265 255:255.0
Default Gateway

MALC Address BOAF02:41:CC:3A
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You can click the ‘Show Active Clients’ button to show all connected
wireless clients.

Please note: By clicking the ‘Show Active Clients’ button, a new browser
window will appear. If your browser prevents pop-up windows from
appearing, please disable this function or you will not be able to use the
‘Show Client’ function.
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4-2-4 Wireless Setup — SSID
To access the ‘SSID’ page, click “‘Wireless Setup’ on the left, and then
click ‘SSID’.

© Quick Setup
O Home

® Wireless Setup

— [} SSID

[ Encryption
[ WPS Setup

C Advanced Settings

Basic Settings
SS5ID stands for Service Set |dentifier. All stations must be configured with the correct SSID to access the Wireless Network
Band : | 2.4 GHz (B+G+N) 1+
MAIN ESSID - (Comtrend

Channel Mumber : | Auto (v

Associated Clients Show Active Clients

[0 Enable LED OFF mode
Turn off all LED
Turn off all LED except POWER LED

The description of every setup item is listed here:

Item Description

Band Select the band you want to use; all the wireless
clients must follow the same setting to connect to
this repeater.

MAIN ESSID This is the name of the wireless network for this
Wireless-N Range Extender.

Channel Number This is the radio frequency used to transmit and
receive the wireless signal. The wireless devices
in the same network should follow the same
channel setting.
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Associated Clients | Click the ‘Show Active Clients’ button, and then
an “Active Wireless Client Table” will pop up.
You can see the status of all active wireless
stations that are connected to the access point.

Enable LED off You can enable or disable LED lights.

mode Check ‘Enable LED OFF’ mode to setup LED
behavior:

Turn off all LED: disables all LED lights

Turn off all LED except the POWER LED: all
LED lights will be disabled, except the ‘POWER’
LED
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4-2-5 Wireless Setup — Encryption
To access the ‘Encryption’ page, click ‘Wireless Setup’ on the left, and

then click ‘Encryption’.
© Quick Setup
< Home

® Wireless Setup
I SSID

q > Encryption

I WPS Setup

 Advanced Settings

Security

This page allows you to specify whether a network key is used for authentication to the wireless networke If network authentication is
set to Disabled, then no authentication is provided

Encryption Dizable v

APPLY ][ CANCEL

Select the security type of the wireless link:
Encryption: Disable (no security), WEP, WPA pre-shared key, or WPA
RADIUS and click the ‘APPLY” button.

WEP encryption: Select key length (64 or 128bit), key format (Hex or
ASCII characters), Default Tx Key (by default ‘Key 1), and input key
characters (refer to ‘Key Format’ you selected for number of characters)

WPA pre-shared key: Select one WPA Unicast Cipher Suite (it is
recommended to use default setting “WPA(TKIP)’), Pre-shared Key
Format: Passphrase (alphanumeric characters) or Hex (64 Hex
Characters), and input the key characters in the ‘KEY” field.

WPA RADIUS: Only use this option if you have a RADIUS
authentication server on your LAN. You have to input the RADIUS
server’s parameters (Server IP, port number, and password).
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4-2-6 Wireless Setup - WPS Setup

This page allows you to change the WPS settings (Wi-Fi Protected Setup).

WPS allows your wireless clients to connect automatically to the Access
Point.

To access the “WPS Settings’ page, click ‘Wireless Setup’ on the left, and
then click *WPS Setup’.

O Quick Setup
O Home

® Wireless Setup
b SSID

[* Encryption

— [} WPS Setup
O Advanced Settings

The following setup page will appear:

+ Wi-Fi Protected Setup Information

WPS Status:  Configured
Self PinCode: 78665544
SSID:  Comtrend
Authentication Mode: WEP

Fassphrase Key

s Device Configure

Config Mode: | Registrar |+

Configure via Push Button: | Start PBC
Input client PIN code Start PIM

The description of every setup item is listed here:
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Item

Description

WPS Status

If the wireless security (encryption) function of
this Wireless-N Range Extender is properly set,
the WPS Status will display ‘Configured’. If
wireless security function has not been set, the
WPS Status will display ‘unConfigured’.

Self PinCode

This displays an 8-digit number for WPS
PIN-style configuration. When other
WPS-compatible devices wish to connect to this
Wireless-N Range Extender and support Self-PIN
type WPS, input this number to the wireless
device to establish connection.

SSID

SSID stands for Service Set Identifier. All stations
must be configured with the correct SSID to
access the Wireless Network.

Authentication
Mode

Shows the authentication mode of this Wireless-N
Range Extender.

Passphrase Key

This shows asterisks (*) to indicate that the
wireless security is properly set.

Config Mode

There are ‘Registrar’ and ‘Enrollee’ modes for the
WPS connection. When ‘Registrar’ is enabled,
the wireless clients will follow the access point’s
wireless settings for WPS connection. When
‘Enrollee’ mode is enabled, the access point will
follow the wireless settings of the wireless router
for WPS connection.

Start PBC

Click the “Start PBC’ button to start the
Push-Button style WPS setup procedure. This
Wireless-N Range Extender will wait for a WPS
request from another wireless device for 2
minutes.

The “WPS’ LED on the Wireless-N Range
Extender will be blinking for 2 minutes when this
Wireless-N Range Extender is waiting for an
incoming WPS request.
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Start PIN

Click the “Start PIN’ button and input this PIN
code to the wireless broadband router or Access
point you wish to connect to.

The ‘WPS’ LED on the Wireless-N Range
Extender will be blinking when this Wireless-N
Range Extender is waiting for an incoming WPS
request.

NOTE: For WPS2.0 compliance specification, WEP and WPA-PSK cannot
support WPS connection, some of the wireless devices may follow this latest
WPS2.0 specification, so we recommend not using WEP and WPA-PSK to
avoid a WPS interoperability problem.
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4-2-7 Advanced Settings

To access the ‘Advanced Settings’ menu, click ‘Advanced Settings’ on
the left.

© Quick Setup
 Home
 Wireless Setup

- & Advanced Settings
I MAL Filtering

[ Device Settings

[ Device Management

The following setup page will appear:

Fragment Threshold: (256-2346)
RTS Threshold: (0-2347)
Beacon Interval: 100 (20- (20-1000 ms)
DTIM Period: (1-10)
Data Rate:
M Data Rate:

Channel Width: & Auto 20/40 MHz O 20 MHz
Preamble Type: & Short Preamble O Long Preamble
Broadcast ESSID: & Enable O Disable
WMM: O Enable ® Disable
CTS Protect: @ Aute QO Always O Mone
T Power: 100 % |+

Channel Murmber:

I
£

[0 Enable LED OFF mode
Turn off all LED
Turn off all LED except POWER. LED
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The description of every setup item is listed here:

Item

Description

Fragment Threshold

The threshold (number of bytes) of the
fragmentation boundary for directed messages.
It is the maximum data fragment size that can be
sent. Input a value between 256 and 2346.

RTS Threshold

The RTS (Request To Send) threshold parameter
controls what size data packet (number of bytes)
the low level RF protocol issues to an RTS
packet. The default is 2347.

Beacon Interval

The Beacon Interval value indicates the frequency
interval of the beacon. Enter a value between 20
and 1000.

A beacon is a packet broadcast by the Router to
synchronize the wireless network. The default
value is 100.

DTIM Period

Configures DTIM (Delivery Traffic Indication
Message) send period. The default value is 3.

Data Rate

Select wireless data transfer speed. When you
select a value here, this Wireless-N Range
Extender will refuse to establish connection with
wireless clients by other speeds.

It’s recommended to select ‘Auto’ and this
Wireless-N Range Extender will adjust the speed
automatically.

N Data Rate

Select wireless data transfer speed (MCSO to
MCS15). MCS stands for Modulation and Coding
Scheme, which represents different speeds when
the bandwidth is 20MHz or 40MHz.

It’s recommended to select ‘Auto’ and this
Wireless-N Range Extender will adjust the speed
automatically.

Channel Width

Select the wireless channel width, 20MHz or
40MHz. 40MHz provides better network speed
for 802.11n wireless clients.
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However, if there are 802.11b / g clients
connecting to this Wireless-N Range Extender, it
will switch to 20MHz mode automatically.

Preamble Type

The Preamble type defines the length of the CRC
(Cyclic Redundancy Check) block for
communication between the Access Point and
roaming wireless adapters.

Do not modify the default value if you don’t
know what it is, default setting is ‘Short
Preamble’.

Broadcast ESSID

When set to ‘enabled’, every wireless device can
scan and find this Wireless-N Range Extender;
when set to “‘disabled’, only wireless clients who
know the exact SSID can get connected with this
Wireless-N Range Extender. Setting to disabled
will help to improve security.

WMM

Enable or disable Wireless Multi-Media. When
enabled, the Wireless-N Range Extender will give
priority to multimedia related network
applications for better performance.

CTS Protect

This function provides CTS (Clear to Send)
protection when transferring data. Selecting
‘Auto’ for this option is recommended.

TX Power

Select the wireless transmitting power level, from
10% to 100%. When wireless clients are not too
far from this Wireless-N Range Extender, you
don’t have to select a higher power level, since
this may cause some individuals to attempt to
break into your wireless network if you have a
bad password, or no password.

Channel Number

This is the radio frequency used to transmit and
receive the wireless signal. The wireless devices
in the same network should follow the same
channel setting.

Enable LED off
mode

You can enable or disable LED lights.

Check ‘Enable LED OFF’ mode to setup LED
behavior:

Turn off all LED: disables all LED lights
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javascript:// What is CRC ?�

Turn off all LED except the POWER LED: all
LED lights will be disabled, except the ‘POWER’

LED

When you finish the settings in this page, click the ‘Apply’ button. You’ll
see the following message:

Save settings successfully!
You may press CONTIMUE hbutton to continue configuring other settings or press APPLY button to restart the system to make the changes take

effect

[ contnuge | [ APPLY |

If you still need to configure this Wireless-N Range Extender, click the
‘CONTINUE’ button; if you want to save changes and use it now, click

the “APPLY’ button.

System Restarting!

You’ll be prompted to wait for 30 seconds before you can reconnect to
the Web user interface of this access point.

99



4-2-8 MAC Address Filtering

For security reasons, the Comtrend WAP-5883 supports MAC Address
Filtering, which only allows authorized MAC Addresses to associate
with the Wireless-N Range Extender. Up to 20 entries can be
configured.

This will enhance security because you can make a ‘white list” allowing
users in the list to use this Wireless-N Range Extender only in advance.
Clients who aren’t listed on this white list can’t get connected, even if
they know the password.

To access the ‘MAC Filtering” menu, click “MAC Filtering’ on the left.

© Quick Setup
 Home
 Wireless Setup

© Advanced Settings

= ; |AC Filtering

[ Device Settings

[ Device Management
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The following setup page will appear:

MAC Address Filtering

For security reasons, the Comtrend WAP-5883 supports MAC Address Filtering. which allows only authorized MAC Addresses to associate with the
device. Up to 20 entries can be configured below

+« MAC Address Filtering Table

[ Enable Wireless Access Control
- MAC Address Comment
[ APPLY ][ CANCEL
The description of every setup item is listed here:
Item Description
Enable Wireless Check this box to enable MAC filtering. If you
Access Control don’t check this box, anyone who knows the

wireless password can get connected to this
access point.

MAC Address Input the MAC address of the clients you wish to
deny or provide access to the Wireless-N Range
Extender into the MAC address list. Input 12
HEX characters here, you don’t have to add :
(colon) or - (dash) characters every 2 characters.

If you don’t know how to get the MAC address of
a network client, see the following page.

Comment Input any descriptive text about this rule, so you
can remember the purpose of this rule. Input up to
20 alphanumerical characters in this field.

Add Add this MAC address to the list.
Clear Clear ‘MAC Address’ and ‘Comment’ field.
Delete Selected Delete the MAC address(es) whose “Select’ box

you checked.
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Delete All Delete all MAC addresses in the list. You’ll be
prompted to confirm the deletion first.

Reset Uncheck all checked boxes.

When you finish the settings in this page, click the ‘Apply’ button. You’ll
see the following message:

Save settings successfully!

You may press CONTIMUE button to continue configuring other settings or press APPLY button to restart the system to make the changes take
effect

[ contnuge | [ APPLY |

If you still need to configure this Wireless-N Range Extender, click the
‘CONTINUE’ button; if you want to save changes and use it now, click
the ‘APPLY” button. You’ll be prompted to wait for 30 seconds before
you can reconnect to this access point.

If you don’t know the MAC address of your computer or wireless device,
you can follow this procedure:

For wireless devices and computers that are connected to this Wireless-N
Range Extender already, you can click the ‘Show Active Clients’ button
on the “Home’ setting page.

Wireless Configuration

Mode LIniversal Repeater
ESSID Winchester
Channel Number 4
Security WEPF
BSSIDIMALC) 80:1F:02:41:CC:3A
Associated Clienfa’ 0 [ Show Active Clients ] =
Nh-___- -____—’

State Connected

Their MAC address will be displayed in the ‘“MAC Address’ field.

If you still can’t identify the MAC address of your computer, you can
follow this procedure:
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Click the network icon located at the lower-right corner, then click ‘Open
Network and Sharing Center’.

Currently connected to: 4
W Network
b Mo Internet access

Unidentified network
Mo Internet access

Open Network and Sharing Center

10:12 AM
b/20/2011

S )
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Click the connection that will be used to connect the wireless AP (in this
example, ‘Local Area Connection’):

-
View your basic network information and set up connections

Eh-%h -E. % ‘?& See full map

Q%ALE ERT-VMPC Multiple networks Internet
(This computer)

Wiew your active networks Connect or disconnect
N . Access type: Mo Internet access
e ? etwor
HomeGroup: O ——
I:Hl_'/') Home netweork R =~

R ol .
Cl:unnectluni H Local Area Connection \;

-~ -
-

& Unidentified network Access type: Mo Internet access

Public network Connections: ;J, Local Area Connection 2

Click the “Details...” button.

i i
E Local Area Connection Status @
General
Connection

IFv4 Connectivity: Mo Internet access

IPvE Connectivity: Mo network access

Media State: Enabled

Duration: 071701

5 - 1.0 Gbps
—--——Jﬁi——---~~ p

-
---—-———_——

Activity
Sent —— M ,.! — Received
~
Bytes: 71,655 | 70,247
[ Ifﬁ.‘F'ru::q:uarﬁvas ] [ '@.‘Disable ] [ Diagnose ]

Close
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N
1

The MAC address of selected network connection will be displayed here

as ‘Physical Address’

Metwark Connection Details

Metwork Connection Details:

(=]

Property

Connection-specific DN...

Physical Address
-~
IPvd Address

IPvd Subnet Mask

Lease Obtained

Lease Expires

IPvd Default Gateway
IPvd DHCP Server

IPvd DMNS Server

IPvd WINS Server
MetBIOS over Tepip En...
Link4ocal [PvE Address
|Pw6 Default Gateway
IPvE DMNS Server

L BemcnT T el T R a0, ﬂT\Deslctu:up Adapter

"~ PHE Rfrahlad o o e e o = =

Value
WEHOME_WIMAX

)

-

03-00-27-BB-4D-3F
-

100215

255 256.255.0

Sunday, June 19, 2011 11:06:40 AM
Tuesday, June 21, 2011 2:58:14 AM
10022

10022

15216811

fes
fedl:ad3e603:1e74:c003%11

|

T

-
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4-2-9 System Utility

You can change the settings of several system-level parameters in this
page, including the administrator’s password, and IP address.

To access the ‘System Utility’ menu, click ‘Device Settings’ on the left.

© Quick Setup
 Home
 Wireless Setup

© Advanced Settings
I MAL Filtering

éb Device Settings

[ Device Management
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The following setup page will appear:

+ Password Settings

Current Password
Mew Password

Re-Enter Password

+ Management IP

IP Address 192.168.0.2
Subnet Mask 2552552550

Gateway Address
+ DHCP Server

DHCF Server - | Disabled #
Default Gateway IP
Domain Mame Server IP
Start IP
End IP
Domain Mame

Lease Time

The description of every setup item is listed here:
Password Settings

The default password of this Wireless-N Range Extender is “admin,” and
it’s displayed on the login prompt when accessed from the web browser.
There’s a security risk if you don’t change the default password, since
everyone can see it. This is very important when you have the wireless
function enabled.
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Here are descriptions of every setup item:

Item Description

Current Password To change the password, you have to input the
current password first.

New Password Input the new password here. You can use a
combination of letters, numbers, and symbols up
to 20 characters.

Re-Enter Password | Input the new password again for conformation.
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Management IP

To set up the IP address of this Wireless-N Range Extender, please see
the following description.

Item

Description

IP Address

Input the IP address of the LAN / Wi-Fi port of
this access point.

NOTE: Please remember this IP address. If you
forget this IP address and you didn’t use the
DHCP server function to assign an IP address to
clients, you won’t be able to connect to this
Wireless-N Range Extender and you’ll need to
clear all settings and password to reset the IP
address back to the default value

192.168.0.2".( Press the WPS button and hold for
10 seconds to restore all settings to factory
defaults)

Subnet Mask

Input the subnet mask of the IP address you’re
using.

Gateway Address

Input the gateway’s IP address of your network.
Generally you can use “0.0.0.0’ (default value)
since this Wireless-N Range Extender will access
the Internet via the WAN port.

DHCP Server

This wireless access point is capable of acting as a DHCP server for your
network, and it is disabled by default. If you want to activate this function,
please select ‘Enabled’ in the ‘DHCP Server’ option, and see the
following detailed instructions; if you don’t want to use the DHCP server
function of this wireless access point, or there’s another DHCP server on
the network this access point connects to, please select ‘Disable’.

NOTE: If you select ‘Disable’ in the ‘DHCP Server’ option, all DHCP-related
fields will be grayed out, and you will not be able to input any DHCP

parameter.
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Here are descriptions of every setup item:

Item Description

Default Gateway | Input the IP address of the default gateway of your
IP network here.

Domain Name Input the IP address of the domain name server

Server IP (DNS) here.

Start IP Input the start IP address of the IP range.

End IP Input the end IP address of the IP range.

Domain Name If you wish, you can also optionally input the
domain name for your network. This is optional.

Lease Time Choose a lease time (the duration that every

computer can keep a specific IP address) of every
IP address assigned by this access point from the
dropdown menu.

When you finish the settings in this page, click the ‘Apply’ button. You’ll
see the following message:

Save settings successfully!

You may press CONTIMUE hutton to continue configuring other settings or press APPLY button to restart the system to make the changes take
effect

[ contnUE | [ APPLY |

If you still need to configure this Wireless-N Range Extender, click the
‘CONTINUE’ button; if you want to save changes and use it now, click
the *APPLY” button. You’ll be prompted to wait for 30 seconds before
you can reconnect to this Wireless-N Range Extender.
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4-2-10 Configuration

You can backup and restore the configuration of this access point, so you
can recall all settings back without needing to configure again.

This function is especially useful when you need to use this Wi-Fi AP in
different places, like your home and a hotel.

To access the ‘Configuration” menu, click ‘Device Management * on the
left.

© Quick Setup
2 Home
 Wireless Setup

® Advanced Settings
[* MAC Filtering

[ Device Settings

% P Device Management

Configuration Tool

The following setup page will appear:

Backup Settings
Restore Settings [W Upload
Restore to Factory Default

The description of every setup item is listed here:

Item Description
Backup Use the "Backup Settings" option to save the Wireless-N
Settings Range Extender 's current configuration settings to a

local file on your computer. It will be named
"config.bin.” Click the ‘Save’ button to save the current
settings to a file on your computer. You can then use
the "Restore Settings" option to restore the saved
configuration to the Wireless-N Range Extender if it is
reset or loses its configuration.
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Restore If you want to upload a saved configuration file to the
Settings Wireless-N Range Extender, please click the ‘Browse’
button to select a saved configuration file on your
computer.

Then click the *Upload’ button to restore the current
settings to the new one.

Reset to To reset all settings of this Wireless-N Range Extender
Factory to factory defaults, including the password. You’ll be
Default prompted to confirm the settings reset:

Message from webpage @

lel Do you really want to reset the current settings to default?

[ OK l | Cancel |

Click the *OK” button if you really want to restore all
settings, or click “‘Cancel’ to abort.

WEB Upgrade

The software running in this Wireless-N Range Extender (i.e. ‘Firmware’)
can be upgraded to improve the functionality of this access point.

It is recommended that you upgrade the firmware from a wired computer.
Enter the path and name of the upgrade file and then click the APPLY
button below.

You can access our website to look for latest firmware file. Then

download the latest firmware file and save on your computer and upload
to this wireless AP.
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WEB Upgrade

It is recommended that you upgrade the firmware from a wired computer. Enter the path and name of the upgrade file and then click the APPLY button
below

(Browse.. ][ APPLY | CANCEL

The description of every setup item is listed here:

Item Description

Browse Select a firmware file saved on your computer.

When you are ready, click the ‘Apply’ button to start the firmware
upgrade procedure.

Reset

In the event that the system stops responding correctly or stops
functioning, you can perform a standard Reset or Reset to Defaults. A
standard Reset will retain your settings and reboot the Wireless-N Range
Extender, while resetting the device to defaults will erase all
configuration settings.

Reset

In the event that the system stops responding correctly or stops functioning. you can perform a standard Reset or Reset to Defaults. A standard Reset will
retain your settings and reboot the device, while resetting the device to defaults will erase all configuration settings

APPLY

To reset this Wireless-N Range Extender, click the *Apply’ button. You’ll
be prompted to confirm the reset:

Message from webpage @

':9] Do you really want to reset the Access Point 77

[ DK ] | Cancel |

Click the ‘OK” button to reset the Wireless-N Range Extender, or click
‘Cancel’ to abort.
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Chapter V: Appendix

5-1 Configuring TCP/IP on PC

Windows XP IP address setup:

1. Click the *Start’ button (it should be located at the lower-left corner of
your computer screen), then click control panel. Double-click Network
and Internet Connections icon, and then click Network Connections,
then double-click Local Area Connection, the Local Area Connection
Status window will appear, and then click the ‘Properties’ button.

-1 Local Area Connection Properties

General | Authentication | Advanced

Connect using:

B8 AMD PCHET Family PCI Ethemet Ad

Thiz connection uzes the following items;

EI, Client for Microzoft Mebworks
.@ FiIF_qnd Fiinhir.ﬁhau'gg for Microgaoft Metwarks
JMYI0S Packet Scheduler **vs
= |nternet Protocal [TCRPAP]

L ® sumugy
'.... —L ont® Saa,
LT T T L. +* e

*
an?®

[ Install... ] .'1 Properties ]“.
* L4
Diescription ‘o Pt

..'ll. nnt®
Tranzmizsion Control Pratocol/ntemet Pratocol. The detault
wide area nebwork, protocal that provides communicatian
acrozs diverse interconnected networks,

[ ] 5how icon in notification area when connected
Hatify me when this connection has limited or no conneckivity

k. ] [ Cancel
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2. Select ‘Obtain an IP address automatically’ and ‘Obtain DNS server
address automatically’, then click the ‘OK’ button.

Internet Protocol (TCP/IP) Properties

General | Alternate Configuration

Y'ou can get IP gettings azsigned automatically if wour network, supparts
thiz capability. Othensize, you need to azk pour network, administrator for
the appropriate |P zettings.

GLLELLEL RN R LR RN LE S

= (®i0btain an |P address automaticall E

j 'D‘Ug‘éﬂﬂ%‘f'ﬂﬂlﬁbﬁiﬁﬁTPTﬂ'dH[‘E‘S&:.'.....'.....'.....'

= (#) Obtain DNS server address automatically E
"TN0:E Merolaving TS SErver Addessds T

entttm L, ,

::‘[ (]9 .} Cancel ]
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Windows Vista/Windows 7 IP address setup:

1. Click the *Start’ button (it should be located at lower-left corner of your
computer screen), then click control panel. Click View Network Status
and Tasks, and then click Manage Network Connections. Right-click
Local Area Network, then select ‘Properties’. The Local Area
Connection Properties window will appear, select “Internet Protocol
Version 4 (TCP / IPv4), and then click the “Properties’ button.

“ Local Area Connection Properties x
Metworking |

Connect using:
| L¥ Intel(R) PRO/1000 MT Network Connection

This connection uses the following items:

% Cliert for Microsoft Networks

=1 0105 Packet Scheduler

.@ File and Printer Sharing for Microsoft Networks

- Injemet Rretocalfersinn=8 FFEFYIRGE),

B8 rtcmst Protocol Verson 4 (CP/1Pu4) [

- Link*LApar Fopetgy-Brzovery Ma"@tq:’@ Driver

<. link-Layer Topology Discovery RespNgger

»*" Properties 1",
. *

Install . |

Description hLT TS | e
Transmission Control Protocol/Intemet Protocal. The default

wide area network protocol that provides communication

across diverse interconnected netwaorks.

QK Cancel

2. Select ‘Obtain an IP address automatically’ and *Obtain DNS server
address automatically’, then click the ‘OK’ button.
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Internet Protocol Version 4 (TCP/IPv4) Properties

A

General | alternate Configuration |

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator

for the appropriate IP settings.

AN NN NN NN NN NN NN EENEEEESEEEEEEEEEEEEE

. (¥ Obtain an IP address automatically:
:Irl’_’éelmeﬁmingipdemllllllllllllllllllll

2 | x|

CLLELLRL RN R LR RN ERE RN LLE S

= ™ Obtain DMS server address automatically -

rain s Lsesthe falouing DHEaarveraddresses s s s r

Advanced. ..

‘nl|.l.."l.

he3

0K

& Cancel |

MITTITTTIL
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5-2 Specification

LAN Port: 10/100M UTP Port x 1

Power: 5VDC, 1A Switching Power Module Inside

Dimension: 46.5(W) x 73(H) x 41(D) mm excluding power plug

Transmit Power: 11n: 13dBm+1.5dBm, 11g: 14dBm+1.5dBm, 11b: 17dBm+1.5dBm
Temperature: 32~104°F (0 ~ 40°C)

Humidity: 10-90% (Non-Condensing)

Certification: FCC
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